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  Chris_Rock Highly Voted  3 years, 7 months ago

An Apple MDM Push certificate is required for Intune to manage iOS/iPadOS and macOS devices. After you add the certificate to Intune, your

users can enroll their devices. So correct answer is B

upvoted 16 times

  Roche4ever Most Recent  1 year, 4 months ago

This series of questions are still valid

Was in Exam Today, 25 Sept 23

Answer is correct (No)

upvoted 1 times

  lin6257 1 year, 6 months ago

B False is the answer

upvoted 1 times

  Ayham_J 1 year, 10 months ago

On exam 4/1/2023

upvoted 2 times

  Contactfornitish 2 years, 5 months ago

On exam on 13 aug'22

upvoted 3 times

  Kevinfm_81 2 years, 7 months ago

Apple MDM Push Certificate is needed. Though I thought in 2019 Apple launched User enrollment as a part of ABM. Either way, B is the answer

upvoted 1 times

  KofiKofi 2 years, 8 months ago

Selected Answer: B

Apple MDM push certificate is neccessary

upvoted 3 times

  Alien1981 2 years, 8 months ago

Selected Answer: B

B is the correct answer

upvoted 2 times

  riahisami77 3 years, 1 month ago

Topic 1Question #1

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution

that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct

solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

You are deploying Microsoft Endpoint Manager.

You successfully enroll Windows 10 devices in Endpoint Manager.

When you try to enroll an iOS device in Endpoint Manager, you get an error.

You need to ensure that you can enroll the iOS device in Endpoint Manager.

Solution: You add your user account as a device enrollment manager.

Does this meet the goal?

A. Yes

B. No

Suggested Answer: B

Community vote distribution

B (100%)
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Apple MDM Push Certificate is a prerequisite

To Enroll Apple Devices then flow the 5 steps to upload the Push Cert

Accept the licence agreement

Download Intune CSR

Create your MDM Push Cert

Enter the Apple ID

upload the push Cert

upvoted 4 times

  NikPat3125 3 years, 6 months ago

come in exam 27.07.2021

upvoted 2 times

  adaniel89 3 years, 7 months ago

Device Enrollment Manager can enroll any devices yeah ? https://docs.microsoft.com/en-us/mem/intune/enrollment/device-enrollment-manager-

enroll

upvoted 1 times

  Jaxon_84 3 years, 7 months ago

Yea, but they just successfully enrolled a windows 10 device, so obviously, that isn't the issue it would appear.

upvoted 3 times
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  Tonysurge Highly Voted  3 years, 6 months ago

Correct

upvoted 7 times

  Domza Highly Voted  3 years, 5 months ago

Correct

upvoted 5 times

  Roche4ever Most Recent  1 year, 4 months ago

This series of questions are still valid

Was in Exam Today, 25 Sept 23

Answer is correct

upvoted 1 times

  in_cloud 1 year, 6 months ago

On exam july/2023

upvoted 1 times

  iAwwad 1 year, 10 months ago

How about other enrollment restrictions!?

upvoted 1 times

  Gillactus 1 year, 11 months ago

On exam Feb 21/2023

upvoted 2 times

  Contactfornitish 2 years, 5 months ago

On exam on 13 aug'22

upvoted 2 times

  bejeyep89 2 years, 6 months ago

Selected Answer: A

Correct

upvoted 3 times

  potterknot 2 years, 7 months ago

Selected Answer: A

Topic 1Question #2

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution

that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct

solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

You are deploying Microsoft Endpoint Manager.

You successfully enroll Windows 10 devices in Endpoint Manager.

When you try to enroll an iOS device in Endpoint Manager, you get an error.

You need to ensure that you can enroll the iOS device in Endpoint Manager.

Solution: You configure the Apple MDM Push certificate.

Does this meet the goal?

A. Yes

B. No

Suggested Answer: A

References:

https://docs.microsoft.com/en-us/intune/apple-mdm-push-certificate-get

Community vote distribution

A (100%)
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A, you need push certificate

upvoted 4 times

  jeff1988 3 years ago

Selected Answer: A

A is the correct one

upvoted 3 times

  ThinhTr 3 years, 2 months ago

Correct answer

upvoted 3 times

  AM77 3 years, 2 months ago

Correct Answer

upvoted 3 times
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  junior6995 Highly Voted  3 years, 2 months ago

Apple configurator it is just an enrollment method not a pre requisite for enrolling apple devices. Answer is correct.

upvoted 9 times

  Domza Highly Voted  3 years, 5 months ago

Apple push cert

upvoted 5 times

  Roche4ever Most Recent  1 year, 4 months ago

This series of questions are still valid

Was in Exam Today, 25 Sept 23

Answer is correct (No)

upvoted 1 times

  Contactfornitish 2 years, 5 months ago

On exam on 13 aug'22

upvoted 1 times

  TV56_ 2 years, 6 months ago

Selected Answer: B

https://docs.microsoft.com/en-us/mem/intune/enrollment/apple-configurator-enroll-ios

upvoted 3 times

  LillyLiver 2 years, 11 months ago

02/13/2022

So, yes, you can use the Apple Configurator Enrollment to register an iOS device. That is according to the MS doc in the link below.

The thing of note is, for this to work, you need to import the Apple Push Cert BEFORE the Apple Configurator settings are enabled. As noted in my

tenant with no Apple Push Certificate applied and all other settings are disabled.

https://docs.microsoft.com/en-us/mem/intune/enrollment/apple-configurator-enroll-

ios#:~:text=%20Create%20an%20Apple%20Configurator%20profile%20for%20devices,Next%20to%20display%20the%20Settings%20page.%20More%20

So the given answer is correct. No.

upvoted 3 times

  DiscGolfer 3 years, 3 months ago

Topic 1Question #3

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution

that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct

solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

You are deploying Microsoft Endpoint Manager.

You successfully enroll Windows 10 devices in Endpoint Manager.

When you try to enroll an iOS device in Endpoint Manager, you get an error.

You need to ensure that you can enroll the iOS device in Endpoint Manager.

Solution: You create an Apple Configurator enrollment profile.

Does this meet the goal?

A. Yes

B. No

Suggested Answer: B

Community vote distribution

B (100%)
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I think the answer is Yes

https://docs.microsoft.com/en-us/mem/intune/enrollment/apple-configurator-enroll-ios#create-an-apple-configurator-profile-for-devices

upvoted 1 times

  JT19760106 3 years ago

The question seems to indicate that the iOS device was trying to enroll manually through the Company Portal and not a direct USB connection

to a Mac:

"Intune supports the enrollment of iOS/iPadOS devices using Apple Configurator running on a Mac computer. Enrolling with Apple Configurator

requires that you USB-connect each iOS/iPadOS device to a Mac computer to set up corporate enrollment."

upvoted 1 times

  NikPat3125 3 years, 6 months ago

come in exam 27.07.2021

upvoted 4 times

  Domza 3 years, 5 months ago

feedback. Thx

upvoted 2 times
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  Jade Highly Voted  3 years, 10 months ago

It looks like the given answer is correct.

There is an on-premises Active Directory synced to Azure Active Directory (Azure AD)

So the co-management path1 - Auto-enroll existing clients

1. Hybrid Azure AD

2. Client agent setting for hybrid Azure AD-join

3. Configure auto-enrollment of devices to Intune

4. Enable co-management in Configuration Manager

https://docs.microsoft.com/en-us/mem/configmgr/comanage/tutorial-co-manage-client

upvoted 7 times

  JT19760106 3 years ago

The question states "You configure pilot co-management" so it's assumed you've gone through the steps of Hybrid AAD, auto-ennrollment to

Intune, enabling in config manager, now you have to setup the pilot collection:

"When you enable co-management, you'll assign a collection as a Pilot group. This is a group that contains a small number of clients to test

your co-management configurations. We recommend you create a suitable collection before you start the procedure. Then you can select that

collection without exiting the procedure to do so. You may need multiple collections since you can assign a different Pilot group for each

workload."

https://docs.microsoft.com/en-us/mem/configmgr/comanage/tutorial-co-manage-clients#enable-co-management-in-configuration-manager

upvoted 1 times

  NikPat3125 Highly Voted  3 years, 6 months ago

come in exam 27.07.2021

upvoted 6 times

  OneplusOne Most Recent  3 years ago

The goal is to be able to manage the device from SCCM ánd Intune.

Creating a Device Configuration Profile in Intune is not a necessary action needed to accomplish the goal.

upvoted 5 times

  kiketxu 3 years, 10 months ago

Right. Isn't enough.

https://docs.microsoft.com/en-us/mem/configmgr/comanage/tutorial-co-manage-clients

upvoted 1 times

  lucidgreen 3 years, 9 months ago

Topic 1Question #4

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution

that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct

solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your network contains an Active Directory domain named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure pilot co-management.

You add a new device named Device1 to the domain. You install the Configuration Manager client on Device1.

You need to ensure that you can manage Device1 by using Microsoft Intune and Configuration Manager.

Solution: You create a device configuration profile from the Device Management admin center.

Does this meet the goal?

A. Yes

B. No

Suggested Answer: B
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With hybrid Azure AD set-up and Configuration Manager client configurations in place, you're ready to flip the switch and enable co-

management of your Windows 10 devices. The phrase Pilot group is used throughout the co-management feature and configuration dialogs. A

pilot group is a collection containing a subset of your Configuration Manager devices. Use a pilot group for your initial testing, adding devices

as needed, until you're ready to move the workloads for all Configuration Manager devices. There isn't a time limit on how long a pilot group

can be used for workloads. A pilot group can be used indefinitely if you don't wish to move the workload to all Configuration Manager devices.

upvoted 2 times

  lucidgreen 3 years, 9 months ago

The irony of that phrasing is great, isn't it?

upvoted 2 times
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  Kelek Highly Voted  4 years, 11 months ago

Device1 has the Configuration Manager client installed so you can manage Device1 by using Configuration Manager.

To manage Device1 by using Microsoft Intune, the device has to be enrolled in Microsoft Intune. In the Co-management Pilot configuration, you

configure a Configuration Manager Device Collection that determines which devices are auto-enrolled in Microsoft Intune. You need to add

Device1 to the Device Collection, not an Active Directory Group. Therefore, this solution does not meet the requirements.

Reference:

https://docs.microsoft.com/en-us/configmgr/comanage/how-to-enable

upvoted 56 times

  airairo 3 years, 8 months ago

The short answer is NO.

upvoted 11 times

  moh15 4 years, 9 months ago

Agree must be in collection

upvoted 3 times

  dailyup 3 years, 9 months ago

I'll go with Kelek cause I remember there is a question from MS-100 and the answer is add device to pilot collection.

upvoted 2 times

  lucidgreen 3 years, 9 months ago

A pilot group is a collection containing a subset of your Configuration Manager devices.

In other words, it needs to be a device collection consisting of only Windows 10 devices.

upvoted 2 times

  GregD133 Highly Voted  4 years, 11 months ago

This answer is wrong. you need to add the device to the collection comanagement pilot was turned on for.

upvoted 15 times

  Meebler Most Recent  1 year, 11 months ago

B. No.

Adding Device1 to an Active Directory group alone does not enable the device to be managed by both Microsoft Intune and Configuration

Manager.

To achieve this goal, you need to perform the following steps:

Topic 1Question #5

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution

that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct

solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your network contains an Active Directory domain named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure pilot co-management.

You add a new device named Device1 to the domain. You install the Configuration Manager client on Device1.

You need to ensure that you can manage Device1 by using Microsoft Intune and Configuration Manager.

Solution: You add Device1 to an Active Directory group.

Does this meet the goal?

A. Yes

B. No

Suggested Answer: B

Reference:

https://docs.microsoft.com/en-us/mem/configmgr/comanage/tutorial-co-manage-clients
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Enable Co-Management in Configuration Manager.

Configure the Co-Management workload in Configuration Manager.

Create a Configuration Manager device collection for pilot Co-Management.

Configure Azure AD automatic enrollment in Intune.

Assign Configuration Manager policies to the pilot device collection.

Verify that Device1 is enrolled in Intune and the Configuration Manager client is installed and registered.

By completing these steps, you can manage Device1 by using both Microsoft Intune and Configuration Manager.

upvoted 2 times

  Kevinfm_81 2 years, 7 months ago

Answer B. If you wanted to use AD you'd need to set up a AD group policy for device management

upvoted 1 times

  jontini 2 years, 11 months ago

Answer is NO

upvoted 3 times

  Tonysurge 3 years, 6 months ago

"Add Device1 to the collection" is a correct answer for this question, therefore, the answer is NO here.

upvoted 4 times

  Stasn 3 years, 8 months ago

Similar question from Official MS prep exam:

Your on-premises network is configured as a Windows AD domain. You setup Win 10 device management using SCCM.

Windows AD domain users are synced with Azure AD Premium and all network devices are Azure AD joined.

You need to prepare for a limited pilot test of co-management. What should you do?

A. Create a Windows AD group for pilot users

B. Unjoin the pilot devices from Windows AD

C. Create an Azure AD group for pilot users

D. Create a Windows AD group for pilot devices

That correct answer they give is "D" - Create a Windows AD group for pilot devices

upvoted 3 times

  Dan_Turnbull 3 years, 9 months ago

I've been trying to find the right answer to this, it does look like it's possible to use an AD Group:

You can enable the synchronization of collection memberships to an Azure Active Directory (Azure AD) group. This synchronization allows you to

use your existing on premises grouping rules in the cloud by creating Azure AD group memberships based on collection membership results. You

can synchronize device or user collections. Only resources with an Azure AD record are reflected in the Azure AD group.

https://docs.microsoft.com/en-us/mem/configmgr/core/clients/manage/collections/create-collections

https://oxfordcomputergroup.com/resources/systems-center-configuration-manager-comanagement-intune/

Any thoughts welcome :)

upvoted 3 times

  marckinez 3 years, 9 months ago

I think the answer is correct, AD is synchronized with AZAD and you can manage from Intune and it has the SCCM agent

upvoted 1 times

  itmp 3 years, 12 months ago

Device1 needs to be in the pilot collection. Adding Device 1 to Active Directory group doesn't mean it is added to collection...just my 2cents.

upvoted 3 times

  kiketxu 3 years, 10 months ago

Thanks!

upvoted 2 times

  mkoprivnj 4 years ago

No is correct!
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upvoted 3 times

  Mr01z0 4 years, 3 months ago

There is no evidence in the provided text that you have created a collection with a dynamic membership rule to include the AD security group,

this answer should be: No

upvoted 3 times

  Alvaroll 4 years, 3 months ago

Same as MS-100 Topic1-22 https://www.examtopics.com/exams/microsoft/ms-100/view/5/

upvoted 1 times

  VTHAR 4 years, 4 months ago

Answer is "B.NO" Device1 needs to be added into Collection not Active Directory group. But it's possible to create collection based on AD group

but there is no such set up mentioned in question. So, it's B.

upvoted 4 times

  Benoit_HAMET 4 years, 4 months ago

co-management applies to device collection; adding the device to a group does not allow it

unless the group is a collection membership rule which is not stated

upvoted 1 times

  ExamStudy68 4 years, 4 months ago

I wonder if its because you need to add your device to AD because Co-Management requires auto-enrollment for Intune? Unsure but that is the

only thing I can come up with

upvoted 1 times

  Nibhath 4 years, 4 months ago

Since device is already managed using configuration manager clients, it needs AD security group to connect to Azure AD through which we

connect to Microsoft Intune. So anser is YES.

upvoted 1 times
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  Zaz11 Highly Voted  4 years, 6 months ago

Correct, answer is B (No).

upvoted 14 times

  Jake1 Highly Voted  3 years, 10 months ago

The device needs to be added to a Device Collection in order to be able to manage it from Intune

upvoted 13 times

  lucidgreen 3 years, 9 months ago

They may use the term "Pilot Group". A pilot group is a collection containing a subset of your Configuration Manager devices. Semantics.

upvoted 6 times

  prabhjot 1 year, 9 months ago

Solution: Define a Configuration Manager device collection as the pilot collection. Add Device1 to the collection. ( it is there as q23 in MS 100)

upvoted 1 times

  aims123456 Most Recent  2 years, 7 months ago

Selected Answer: B

Answer is B.

upvoted 2 times

  kiketxu 3 years, 9 months ago

Agreed

upvoted 5 times

Topic 1Question #6

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution

that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have a correct

solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review

screen.

Your network contains an Active Directory domain named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You manage Windows 10 devices by using Microsoft System Center Configuration Manager (Current Branch).

You configure pilot co-management.

You add a new device named Device1 to the domain. You install the Configuration Manager client on Device1.

You need to ensure that you can manage Device1 by using Microsoft Intune and Configuration Manager.

Solution: You unjoin Device1 from the Active Directory domain.

Does this meet the goal?

A. Yes

B. No

Suggested Answer: B

Community vote distribution

B (100%)
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  Prianishnikov Highly Voted  3 years, 10 months ago

NO-YES-YES

Topic 1Question #7

HOTSPOT -

Your network contains an Active Directory forest named contoso.com that is synced to Microsoft Azure Active Directory (Azure AD).

You use Microsoft Endpoint Configuration Manager for device management.

You have the Windows 10 devices shown in the following table.

You configure Endpoint Configuration Manager co-management as follows:

✑ Automatic enrollment in Intune: Pilot

✑ Pilot collection for all workloads: Collection2

You configure co-management workloads as shown in the following exhibit.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Hot Area:

Suggested Answer: 
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upvoted 60 times

  lucidgreen 3 years, 9 months ago

The only devices enrolled in Co-management are those in the collection used as the Pilot Group.

upvoted 2 times

  lucidgreen 3 years, 9 months ago

This means the only devices in Intune are those enrolled in co-management.

upvoted 1 times

  LillyLiver 2 years, 11 months ago

Never mind. I re-read it and you are right. N,N,Y...

upvoted 2 times

  LillyLiver 2 years, 11 months ago

I disagree. I think the given answers are correct.

You are assuming thing on the other end of the system that have nothing to do with the question. You have no proof of the SCCM setup,

or whether Device1 is being managed by anything at all.

The question is asking, given the provided information, is Device1 being affected by the setting in the workload. The answer is no. The

only device that is being affected is Device2.

Remember this is a Microsoft exam and they are looking for the answer to the question as asked. Don't read into the question or try to

piece together the other end of it.

Answer is N, N, Y.

upvoted 7 times

  Bulldozzer 2 years, 11 months ago

I disagree because, in the question statement, it is said that all devices are managed by Microsoft Endpoint Configuration

Management. So the answer is N, Y, Y

upvoted 6 times

  lucidgreen 3 years, 9 months ago

No. Device 1 is not in the "Pilot Group".

Yes. Device 1 can be assumed to be managed by Configuration Manager since it's not yet managed by Intune (hence the use of the term

pilot).

Yes. Device 2 is part of the "Pilot Group" collection.

upvoted 24 times

  lucidgreen 3 years, 6 months ago

One should also note that Device 1 is in Collection 1. The policy applies to Collection 2. So it has nothing to do with either the policy, co-

management or Intune. Device 1 is most likely completely managed by Configuration Manager -- including updates. So the second answer

is Yes. If it were Device 2, then the answer would be no.

upvoted 5 times

  donathon Highly Voted  3 years, 9 months ago

N: Device1 is not in the pilot group

N: All devices regardless of in the pilot group or not are switched to update via InTune.

Y: Device2 is in the pilot group and anything in the pilot group should be managed by InTune.

Configuration Manager: Configuration Manager continues to manage this workload.

Pilot Intune: Switch this workload only for the devices in the pilot collection. You can change the Pilot collections on the Staging tab of the co-

management properties page.

Intune: Switch this workload for all Windows 10 devices enrolled in co-management.

upvoted 23 times

  donathon 3 years, 9 months ago

https://docs.microsoft.com/en-us/mem/configmgr/comanage/how-to-switch-workloads

upvoted 1 times

  F_M 3 years, 4 months ago

"Intune: Switch this workload for all Windows 10 devices enrolled in co-management."

Nothing tells you that Device 1 has been enrolled in co-management...
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upvoted 4 times

  KSvh53 2 years, 10 months ago

"Intune: Switch this workload for all Windows 10 devices enrolled in co-management."

Nothing tells you that Device 1 has been enrolled in co-management...

This is incorrect. The question shows the co-management workloads tab of the co-management properties. In order to get to those

settings, you would first have to enable co-management. Any devices in configuration manager would be enrolled in co-management

once you activate it, and from there the workloads settings in the question are pretty straightforward on what happens next. Read this

document, particularly the line where it says "You can switch workloads when you enable co-management, or later when you're ready. If

you haven't already enabled co-management, do that first." The question states configuration manager is used to manage the devices,

and those properties settings tell you configuration manager was enabled.

https://docs.microsoft.com/en-us/mem/configmgr/comanage/how-to-switch-workloads

upvoted 1 times

  KSvh53 2 years, 10 months ago

typo, "and those properties settings tell you *co-management was enabled."

upvoted 1 times

  Nunununu 3 years, 9 months ago

>N: All devices regardless of in the pilot group or not are switched to update via InTune.

why?

upvoted 1 times

  kiketxu 3 years, 7 months ago

Look at the image. The switch is on the right of the bar for WU policies.

upvoted 1 times

  mutleychunter 3 years, 7 months ago

There is nothing that tells you Device 1 is enrolled to Intune, so you can only assume all its workloads will be managed by Config Mgr. If

it's not enrolled to intune then Co-management doesn't apply to it

upvoted 6 times

  Chetithy 2 years, 6 months ago

"You use Microsoft Endpoint Configuration Manager for device management." this assumes that all of your devices are enrolled in

Intune (otherwise you wouldn't be using it for device management)

upvoted 1 times

  Chetithy 2 years, 6 months ago

Ignore me, I can't read.

upvoted 1 times

  Amir1909 Most Recent  12 months ago

No

Yes

Yes

upvoted 1 times

  EsamiTopici 1 year, 10 months ago

No,yes,yes?

upvoted 1 times

  RiTh73 1 year, 11 months ago

The answer should be No, Yes, Yes.

1. Device1 doesn't enroll to co-management since it's not in the pilot collection. Thus everything's must be manage by CM. -> No

2. Since every setting or configuration of Devices1 must be manage by CM, thus the answer is -> Yes

3. This is obviously clear that device2 is in the pilot collection, so it's being manage by co-management -> Yes

upvoted 2 times

  Fala_Fel 2 years ago

No Yes Yes

Quest 2 is catching a lot of people out, it is asking about 'Config Manager' not Intune (unlike qu1), so as Device 1 isn't being managed by intune

at all (not a member of pilot group) the answer is actually Yes.

upvoted 1 times
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  IT_Nerd31 2 years, 3 months ago

✑ Automatic enrollment in Intune: Pilot

✑ Pilot collection for all workloads: Collection2

Collection 1 (Device 1) is not being targeted, so answer has to be N-N-Y

upvoted 1 times

  ServerBrain 2 years, 2 months ago

I agree with IT_Nerd31, and the shortest and simplest explanation.. this is the correct answer, N-N-Y,

upvoted 1 times

  AVR31 2 years, 6 months ago

The answer is pretty clear, if you read the question carefully.

First one - NO. Device1 is not part of the Pilot collection (Collection2) so compliance is managed by CM.

Second one - NO. Same reason as above. Even if "Windows Update Policies" slider is set to "Intune", the question clearly states that "Automatic

enrollment in Intune: Pilot" so only the devices from the Pilot collection (Collection2) are enrolled in Intune and thus have the update policies

managed by Intune.

Third one is yes, for obvious reasons (Device2 is part of the Pilot Collection).

upvoted 2 times

  AVR31 2 years, 6 months ago

Oh heck, I cannot edit my answer... The second one is YES. I missed the "Configuration Manager" from the beginning. The idea is that Device1

is not enrolled in Intune so everything related to it is managed by CM.

upvoted 4 times

  Wojer 2 years, 7 months ago

its N,Y,Y.

The second question indeed does not mention the configuration of the ConfigMngr but by default settings for Clients Updates are enabled, so by

default ConfigMngr is controlling updates.

upvoted 2 times

  KSvh53 2 years, 10 months ago

There is a lot of confusion on this question, specifically number 2. Some people seem to think these settings don't tell us anything about co-

management for device 1. That's incorrect. We know all devices are in configuration manager based on what the question said, and (this is where

the confusion is at) we know co-management was enabled because we wouldn't be able to get to the properties of co-management before

activating co-management, so co-management is enabled, and that means the answer for option 2 is NO. The policy created only determines

which devices are in the pilot group. All other devices not in that group follow the co-management settings.

If you read this document, you will see what I am referring to. "You can switch workloads when you enable co-management, or later when you're

ready. If you haven't already enabled co-management, do that first."

https://docs.microsoft.com/en-us/mem/configmgr/comanage/how-to-switch-workloads

Answers are N, N, Y.

upvoted 2 times

  JAPo123 2 years, 10 months ago

+ You use Microsoft Endpoint Configuration Manager for device management.

+ Device1 -->Collection1

+ Pilot collection for all workloads : Collection2 --> ("co-management")

+ Answer 2: Yes

upvoted 1 times

  jontini 2 years, 11 months ago

NO, Yes, Yes

upvoted 2 times

  karank19 3 years ago

No- YES- YES( refer lucidgreens explanation)

It makes Perfect Sense

upvoted 2 times
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  us3r 3 years, 1 month ago

Obvious:

1: NO

3: YES

Now lets go to the 2nd question: I will go with the (NO)

Explanation

The device1 Windows updates are NOT managed by Intune, that is for sure.

All of you assume that device1 Win updates are managed by ConfigManager because they are not managed by Intune. Why? Do we have this

information in the facts of the question?

No! The Win Updates could be not managed at all! Think out of the box!

NO

NO

YES

upvoted 5 times

  ZuluHulu 3 years, 3 months ago

N-Y-Y

Auto enrollment in Intune excludes device 1 from being managed by Intune.

https://docs.microsoft.com/en-us/mem/configmgr/comanage/how-to-enable

upvoted 2 times

  Patrick2401 3 years, 4 months ago

So what's the right answer?

--

Nothing tells me that Device1 is a part of a pilot collection group.

Microsft Intune manages the compliance policies for Device1: NO

ConfMgr manages the Windows Update policies for Device1: Yes

Intune manages Endpoint Protection for Device2: Yes

upvoted 2 times

  mnak 3 years, 4 months ago

YYN

2 is Yes because Device 1 is NOT enrolled in Intune and therefore cannot use any Intune workload. It can only use CM.

Read:

Automatic enrollment into Intune - Pilot: Only the Configuration Manager clients that are members of the Intune Auto Enrollment collection are

automatically enrolled to Intune.

https://docs.microsoft.com/en-us/mem/configmgr/comanage/tutorial-co-manage-clients.

upvoted 2 times

  mnak 3 years, 4 months ago

Typo . I meant NYY as the answer not, YYN.

upvoted 2 times

https://www.examtopics.com/user/us3r/
https://www.examtopics.com/user/us3r/
https://www.examtopics.com/user/us3r/
https://www.examtopics.com/user/ZuluHulu/
https://www.examtopics.com/user/ZuluHulu/
https://www.examtopics.com/user/ZuluHulu/
https://www.examtopics.com/user/Patrick2401/
https://www.examtopics.com/user/Patrick2401/
https://www.examtopics.com/user/Patrick2401/
https://www.examtopics.com/user/mnak/
https://www.examtopics.com/user/mnak/
https://www.examtopics.com/user/mnak/
https://www.examtopics.com/user/mnak/
https://www.examtopics.com/user/mnak/
https://www.examtopics.com/user/mnak/


  ALPHA_DELTA Highly Voted  3 years, 10 months ago

Taken from a previous comment on this question:

Policy 1 applies to Device 3. YES.

Policy 2 applies to Device 2. NO

Policy 2 also doesn't apply to Device 2 because that device is in Group 3, which is excluded from the policy.

Exclusion takes precedence over inclusion in the following same group type scenarios:

upvoted 96 times

  marckinez Highly Voted  3 years, 9 months ago

Policy1 applies to Device 3. YES

Policy2 applies to Device 2. NO

The second policy no applies to Device 2 because the policy is not assigned

upvoted 41 times

  lucidgreen 3 years, 9 months ago

True. Plus, it excludes Group 3. Excludes override all includes.

upvoted 9 times

  MiZi 3 years, 9 months ago

I agree. In addition have a question. How you can have a policy unassigned and still have assigned groups to the policy. Isn't it a

contradiction? Or maybe I am missing something.

upvoted 7 times

  Daanvanbeek 2 years, 8 months ago

They are seperate steps, it just doesn't apply untill everything is assigned correctly.

Topic 1Question #8

HOTSPOT -

You have three devices enrolled in Microsoft Intune as shown in the following table.

The device compliance policies in Intune are configured as shown in the following table.

The device compliance policies have the assignments shown in the following table.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Hot Area:

Suggested Answer: 
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upvoted 1 times

  EsamiTopici Most Recent  1 year, 10 months ago

No yes yes?

upvoted 1 times

  EsamiTopici 1 year, 10 months ago

wrong comment, obv this is yes no.

upvoted 2 times

  ServerBrain 2 years, 2 months ago

1. Yes - Policy 1 is assigned to Group 3

2. No - Group 3 is excluded, Group 2 is not assigned

upvoted 2 times

  SaeedFarvardin 2 years, 5 months ago

100% YES/NO

upvoted 6 times

  Kevinfm_81 2 years, 7 months ago

Doesn't appear Android Devices (device 2) have an Intune policy assigned...so answers would be Y and N

upvoted 4 times

  L33D 2 years, 7 months ago

Still valid, on exam Jun 25, 2022

upvoted 3 times

  KofiKofi 2 years, 8 months ago

1 Yes

2 No - Policy2 is not assigned and exclusion overrides inclusion

upvoted 4 times

  KSvh53 2 years, 10 months ago

The assigned contradiction makes no sense, but knowing exclusions take priority over inclusions is key to being able to answer this correctly.

Correct answer: Y, N.

"Exclusion takes precedence over inclusion in the following same group type scenarios:

Including user groups and excluding user groups when assigning apps

Including device groups and excluding device group when assigning apps"

https://docs.microsoft.com/en-us/mem/intune/apps/apps-inc-exl-assignments

upvoted 2 times

  JamesM9 2 years, 10 months ago

1. Policy applies to device 3 - Yes. Policy 1 is assigned to Group3, which takes priority. The assigned category in policy is set to yes, so the policy

will be assigned to any Windows 10 devices.

2. Group3 takes priority for Device 2 but is excluded from Policy 2, which leaves Group2. Group2 is is not assigned, which means the answer is no.

Remember that an exclude action overrides an include action.

Answers:

1. Yes

2. No

upvoted 2 times

  JAPo123 2 years, 10 months ago

Either the groups are "assigned" or not.

The displayed settings of the device compliance policies are incorrect.

upvoted 1 times

  gxsh 3 years, 1 month ago

Policy 1 > Group 3 > Device 3 => YES, assigned, windows 10, so YES

Policy 2 > Group 2 > Device 2 => NO, not assigned

upvoted 8 times
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  riahisami77 3 years, 1 month ago

so why the answer is YES YES?? since the most Voted YES, NO !!!

upvoted 3 times

  auton 3 years, 3 months ago

I agree with "YES NO".

Policy 1 applies to Device3 because Policy1 is applied and assigned (Windows 10 policy, assigned to Group3).

Policy2 on the other hand is an Android policy, which is not even assigned yet. Group3 is also excluded from the policy, and it would not apply

anyways. This makes it a "NO".

upvoted 4 times

  Patrick2401 3 years, 4 months ago

Answer must be:

Yes

No - Excludes override includes

upvoted 3 times

  Carlo5 3 years, 5 months ago

The keyword is 'apply'. Since the Device 2 is an Android device ...

upvoted 1 times

  Domza 3 years, 6 months ago

Also, Policy 2 is NOT assigned. lol

upvoted 3 times
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  marckinez Highly Voted  3 years, 10 months ago

it's correct

upvoted 17 times

  [Removed] Highly Voted  3 years, 3 months ago

The answer is A and B, there is the ref. https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-identity-

verification

upvoted 9 times

  OomensRob 3 years, 3 months ago

For all who claim TPM is pre-requisite for WH4B: TPM is ONLY used for biometric recognition in conjunction with WH4B. WH4B can be used

with just a pin code as well and thus no TPM is required for WH4B

upvoted 11 times

  RahulX Most Recent  1 year, 6 months ago

Correct answer is A & B

upvoted 1 times

  PL1313 1 year, 10 months ago

Answer is A and D. TPM Enabled Devices are now a requirement for Windows Enterprise:

Since July 28, 2016, all new device models, lines, or series (or if you're updating the hardware configuration of an existing model, line, or series

with a major update, such as CPU, graphic cards) must implement and enable by default TPM 2.0 (details in section 3.7 of the Minimum hardware

requirements page). The requirement to enable TPM 2.0 only applies to the manufacturing of new devices. For TPM recommendations for

specific Windows features, see TPM and Windows Features.

upvoted 1 times

  ann0ysum0 1 year, 9 months ago

The scope of the question is evaluating WH4B deployment. For that, TPM isn't required. Though the devices will have to have it for Win10 Ent

upgrade, they don't need it for WH4B. Given answer (A&B) is correct.

upvoted 2 times

  TechMinerUK 2 years, 3 months ago

The question seems to be incorrectly worded as from my understanding none of the listed answers are requirements for WHFB. Whilst in a hybrid

deployment you would need AzureAD (In order for it to be hybrid) you wouldn't ever "Require" TPM, Smartcards or Intune despite it being possible

to use all of them in the deployment of WHFB.

"Required" would make me assume that it is mandatory regardless of the setup e.g. it is required you need a computer

upvoted 2 times

Topic 1Question #9

You have Windows 10 Pro devices that are joined to an Active Directory domain.

You plan to create a Microsoft 365 tenant and to upgrade the devices to Windows 10 Enterprise.

You are evaluating whether to deploy Windows Hello for Business.

What are two prerequisites of the deployment? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Microsoft Endpoint Manager enrollment

B. Microsoft Azure Active Directory (Azure AD)

C. smartcards

D. TPM-enabled devices

Suggested Answer: AB

Reference:

https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-hybrid-aadj-sso-base

Community vote distribution

AB (89%) 11%
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  ARYMBS 2 years, 4 months ago

Selected Answer: AB

At first I also answered incorrectly. Problem lies with the question itself... IGNORE the sentence "You are evaluating whether to deploy Windows

Hello for Business" because none of the four answers are the WHfB requirements.... Pay attention only to "You plan to create a Microsoft 365

tenant and to upgrade the devices to Windows 10 Enterprise.". If we apply this logic:

B - because you plan to create Microsoft 365 tenant.

A - because you plan to upgrade the devices to Windows 10 Enterprise (I think it is a modern way to upgrade Pro to Enterprise without sign out).

SO the answers are correct?

I'm really sad about this kind of questions from Microsoft :(

upvoted 7 times

  AVR31 2 years, 6 months ago

Selected Answer: AB

From the answers provided, TPM and smart cards are definitely NOT required.

Intune isn't either, but it given as optional in the official documentation, so choosing that:

https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-identity-verification

upvoted 3 times

  Krish1610 2 years, 6 months ago

Selected Answer: AB

Correct answer is A & B

upvoted 3 times

  Contactfornitish 2 years, 7 months ago

Selected Answer: AB

Windows Hello for Business definitely possible without TPM or Smart card

https://docs.microsoft.com/en-us/windows/security/information-protection/tpm/tpm-recommendations

upvoted 3 times

  Alv86 2 years, 7 months ago

Selected Answer: AD

I have set it up and we do not have intune, only ad connect and tpm for devices.

upvoted 2 times

  Zardu 2 years, 10 months ago

Required:

Windows 10, version 1511 or later, or Windows 11

Microsoft Azure Account

Azure Active Directory

Azure AD Multifactor Authentication

Optinoal:

Modern Management (Intune or supported third-party MDM), optional

Azure AD Premium subscription - optional, needed for automatic MDM enrollment when the device joins Azure Active Directory

(from link provided by AniIT)

upvoted 3 times

  PDR 3 years ago

TPM definitely not required - I use WHFB on my desktop that does not have TPM and I login with a fingerprint reader (or pin).

I think A and B is the correct answer because to enable Windows Hello for Business (N.B. not just Windows Hello which can be used on a

standalone machine) you need to do this through intune. A user would have to have an account in an AAD tenant also

upvoted 4 times

  gxsh 3 years, 1 month ago

Answer is correct.

upvoted 3 times

  UWSFish 3 years, 4 months ago

According to the literature neither TPM nor Intune is actually required. However I believe TPM is the better answer. However between the two

TPM seems the better answer. The whole point is to use PIN/biometric as a mechanism to load the private key. While this key can be stored on

the file system, the whole idea is for it to be stored on TPM. So I think AAD & TPM is correct.

upvoted 2 times
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  Patrick2401 3 years, 4 months ago

I think the right answer is AAD/TPM.

Microsoft state: Modern Management (Intune or supported third-party MDM), optional

It's optional not a requirement.

The device has to be AAD-joined.

Smart cards solution has nothing to do with this.

So the only option left is TPM.

upvoted 1 times

  JhonyTrujillo 3 years, 5 months ago

A Trusted Platform Module (TPM) provides an additional layer of data security. If set to required, only devices with an accessible TPM can

provision Windows Hello for Business. If set to preferred, devices attempt to use a TPM, but if not available will provision using software.

upvoted 1 times

  afbnfz 3 years, 7 months ago

A and B.

TPM is NOT a prerequisite for Hello for Business.

https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-identity-verification

upvoted 5 times
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  Glorence Highly Voted  2 years, 11 months ago

still valid, came in the exam feb 5, 2022

upvoted 10 times

  NikPat3125 Highly Voted  3 years, 6 months ago

come in exam 27.07.2021

upvoted 9 times

  haazybanj 3 years, 2 months ago

Thanks

upvoted 1 times

  RahulX Most Recent  1 year, 6 months ago

Correct Answer: D

upvoted 1 times

  in_cloud 1 year, 6 months ago

On exam july/2023

upvoted 2 times

  Rocky83 3 years, 2 months ago

That's correct.

upvoted 8 times

  sammyjj 3 years, 6 months ago

D for sure

upvoted 5 times

Topic 1Question #10

You have a Microsoft 365 tenant.

All users are assigned the Enterprise Mobility + Security license.

You need to ensure that when users join their device to Microsoft Azure Active Directory (Azure AD), the device is enrolled in Microsoft

Endpoint Manager automatically.

What should you configure?

A. Enrollment restrictions from the Endpoint Manager admin center

B. device enrollment managers from the Endpoint Manager admin center

C. MAM User scope from the Azure Active Directory admin center

D. MDM User scope from the Azure Active Directory admin center

Suggested Answer: D

References:

https://docs.microsoft.com/en-us/mem/intune/enrollment/windows-enroll

https://www.examtopics.com/user/Glorence/
https://www.examtopics.com/user/Glorence/
https://www.examtopics.com/user/Glorence/
https://www.examtopics.com/user/NikPat3125/
https://www.examtopics.com/user/NikPat3125/
https://www.examtopics.com/user/NikPat3125/
https://www.examtopics.com/user/haazybanj/
https://www.examtopics.com/user/haazybanj/
https://www.examtopics.com/user/haazybanj/
https://www.examtopics.com/user/RahulX/
https://www.examtopics.com/user/RahulX/
https://www.examtopics.com/user/RahulX/
https://www.examtopics.com/user/in_cloud/
https://www.examtopics.com/user/in_cloud/
https://www.examtopics.com/user/in_cloud/
https://www.examtopics.com/user/Rocky83/
https://www.examtopics.com/user/Rocky83/
https://www.examtopics.com/user/Rocky83/
https://www.examtopics.com/user/sammyjj/
https://www.examtopics.com/user/sammyjj/
https://www.examtopics.com/user/sammyjj/


Topic 1Question #11

HOTSPOT -

You have several devices enrolled in Microsoft Endpoint Manager.

You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown in the following table.

The device type restrictions in Endpoint Manager are configured as shown in the following table.

You add User3 as a device enrollment manager in Endpoint Manager.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Hot Area:

Suggested Answer:

Box 1:

No. User1 is in Group1. The two device type policies that apply to Group1 are Policy3 and the Default (All Users) policy. However, Policy3

has a higher priority than the default policy so Policy3 is the only effective policy. Policy3 allows the enrolment of Android and iOS devices

only, not Windows.

Box 2:

No. User2 is in Group1 and Group2. The device type policies that apply to Group1 and Group2 are Policy2, Policy3 and the Default (All

Users) policy. However,

Policy2 has a higher priority than Policy 3 and the default policy so Policy2 is the only effective policy. Policy2 allows the enrolment of

Windows devices only, not

Android.

Box 3:

Yes. User3 is a device enrollment manager. Device restrictions to not apply to a device enrollment manager.

Reference:

https://docs.microsoft.com/en-us/intune/enrollment/enrollment-restrictions-set



  techtest848 Highly Voted  3 years, 1 month ago

I believe it should be No, No, No

The device enrollment manager role only gives you the option to enroll up to 1000 devices. I think enrollment OS type restricions still apply

upvoted 23 times

  Bulldozzer 2 years, 11 months ago

I agree. Device Type is more applicable for blocking OS platforms without taking into account of the user logged in.

upvoted 1 times

  jodtzz 3 years, 1 month ago

I think you're right. I can't find any documentation that says enrollment managers are not subject to platform restrictions, though the linked

article explicitly states they aren't subject to device limit restrictions.

upvoted 5 times

  Llex 3 years, 1 month ago

This is so not correct.

upvoted 1 times

  Llex 3 years, 1 month ago

The closest answer is N N Y

upvoted 4 times

  [Removed] 3 years, 1 month ago

I would also vote for that. Can’t find any other prove on https://docs.microsoft.com/en-us/mem/intune/enrollment/device-enrollment-manager-

enroll and https://docs.microsoft.com/en-us/mem/intune/enrollment/enrollment-restrictions-set

upvoted 1 times

  Storm Highly Voted  3 years, 1 month ago

Answer is definitely correct...

NNY

Device limit restrictions don't apply for the following Windows enrollment types:

- Co-managed enrollments

- GPO enrollments

- Azure Active Directory joined enrollments

- Bulk Azure Active Directory joined enrollments

- Autopilot enrollments

- Device Enrollment Manager enrollments

Device limit restrictions are not enforced for these enrollment types because they're considered shared device scenarios. You can set hard limits

for these enrollment types in Azure Active Directory.

https://docs.microsoft.com/en-us/mem/intune/enrollment/enrollment-restrictions-set

upvoted 7 times

  Wojer 2 years, 7 months ago

Device limit restriction have nothing to do with device type restriction

upvoted 9 times

  dyers Most Recent  2 years, 3 months ago

Didn't test this, but No, No, Yes.

If you google "device type restrictions in mem"

You get two results, the first is https://learn.microsoft.com/en-us/mem/intune/enrollment/enrollment-restrictions-set

the second is https://learn.microsoft.com/en-us/mem/intune/enrollment/create-device-platform-restrictions

These are actually in the same hierarchy, on the first link it says:

"Device limit restrictions can't be applied to devices in the following Windows enrollment scenarios, because these scenarios utilize shared

device mode:

Co-managed enrollments

...

Device enrollment manager enrollments"

The second link which more explicitly says "device type restrictions" rather than "Limitations" but even the bullet point above the one I posted

says, "Device enrollment limitations apply to users", then lists all the ways users enroll, not isn't in the list. DEM is using shared device mode, so
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not subject to those limitations. I think the swapping between limitations and restrictions is getting everyone confused. If you look, it's covering

the same topic. Do your research, test it out if you have the time and capability.

upvoted 4 times

  veteran_tech 2 years, 5 months ago

The original answer is correct. User 3 is a device enrollment manager. There are certain limits on a DEM. One of the limits is that conditional

access only applies if the device you are enrolling is Windows 10 1803 or Windows 11. You can enroll certain iOS and Android devices.

upvoted 1 times

  aims123456 2 years, 7 months ago

NO, No, No..The first are simple to understand..the 3rd one is No as stated on MS site. (https://docs.microsoft.com/en-

gb/mem/intune/enrollment/device-enrollment-manager-enroll)

Apple Automated Device Enrollment

DEM isn't compatible with Apple Automated Device Enrollment (ADE).

upvoted 1 times

  Wojer 2 years, 7 months ago

You are right but type restriction still apply

upvoted 1 times

  Fala_Fel 2 years, 3 months ago

DEM can enroll Apple Devices, it is just not compatible with ADE, but that is not the only method of enrolling iOS devices.

https://learn.microsoft.com/en-us/mem/intune/fundamentals/deployment-guide-enrollment-ios-ipados

upvoted 1 times

  Mendel 2 years, 9 months ago

As stated by Techtest848 and OneplusOne this should be No, No, No. Unless of course NONE (which is in bold) is the name of a group.

DEM account does bypass the Device limit restriction, but not Device type.

upvoted 3 times

  MichaelMu 2 years, 9 months ago

answers are correct

upvoted 2 times

  LillyLiver 2 years, 11 months ago

I say it's N, N, N.

User1, in Group1, can't add a Windows machine because Group1 is applied to policy 3 allowing Android.

User2, In Group1/2, can't add an Android device because Group2 is a higher priority allowing Windows only.

User3 isn't a member of any group. The only policy that works for this is the Default policy allowing Android, and Windows Only. So User3 cannot

add an iOS device.

upvoted 4 times

  ericwiley 3 years ago

No, No, Yes

upvoted 4 times

  KornienkoBoris 3 years ago

https://docs.microsoft.com/en-us/mem/intune/enrollment/enrollment-restrictions-set#create-a-device-limit-restriction

look at the Important block:

Device limit restrictions don't apply for the following Windows enrollment types: ... Device Enrollment Manager enrollments

NNY

upvoted 2 times

  TimurKazan 3 years, 1 month ago

N,N,Y https://docs.microsoft.com/en-us/mem/intune/enrollment/enrollment-restrictions-set

this does not apply to DEmanager as described in the link below

upvoted 4 times

  Bulldozzer 3 years ago

This is only applicable for Device Limit Restriction.

upvoted 2 times
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  venwaik 2 years, 9 months ago

Device limit and device type restrictions are two different stories for the DEM account. Answer should be NO in this particular case

upvoted 2 times

  Goena 3 years, 1 month ago

N, N, Y

User1: Group 1: Policy 3, Android and iOS only

User2: Group 2: Policy 2, Windows Only

User3: No group but DEM can enroll up to 1000 devices

upvoted 6 times

  gxsh 3 years, 1 month ago

Answers are correct.

upvoted 4 times
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  kiketxu Highly Voted  3 years, 9 months ago

NO

NO

YES

upvoted 41 times

  lucidgreen 3 years, 9 months ago

No. User 1, Device 1, Group 1, Not encrypted. Marked Not Compliant by Policy 1

No. User 2, Device 2, Groups 1&2, Google Play Services not configured. Marked Not Compliant by Policy 2.

Yes. User 3, Device 3, Group 2, Not encrypted & Google Play Services configured. No policy can mark it "Not Compliant".

upvoted 16 times

  Prianishnikov Highly Voted  3 years, 10 months ago

NO-NO-YES

upvoted 9 times

  gkp_br Most Recent  3 years, 6 months ago

Topic 1Question #12

HOTSPOT -

You create two device compliance policies for Android devices as shown in the following table.

You have the Android devices shown in the following table.

The users belong to the groups shown in the following table.

The users enroll their device in Microsoft Endpoint Manager.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Hot Area:

Suggested Answer: 

References:

https://docs.microsoft.com/en-us/intune-user-help/enroll-your-device-in-intune-android
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NO-NO-YES

Assign a resulting compliance policy status

If a device has multiple compliance policies, and the device has different compliance statuses for two or more of the assigned compliance

policies, then a single resulting compliance status is assigned. This assignment is based on a conceptual severity level assigned to each

compliance status. Each compliance status has the following severity level:

ASSIGN A RESULTING COMPLIANCE POLICY STATUS

Status Severity

Unknown 1

NotApplicable 2

Compliant 3

InGracePeriod 4

NonCompliant 5

Error 6

When a device has multiple compliance policies, then the highest severity level of all the policies is assigned to that device.

For example, a device has three compliance policies assigned to it: one Unknown status (severity = 1), one Compliant status (severity = 3), and

one InGracePeriod status (severity = 4). The InGracePeriod status has the highest severity level. So, all three policies have the InGracePeriod

compliance status.

https://docs.microsoft.com/en-us/mem/intune/protect/create-compliance-policy

upvoted 6 times

  lucidgreen 3 years, 6 months ago

Remind me if there is some form of precedence here -- like if one policy marks it as compliant, can a second one mark it as non-compliant? If it

can't, N,Y,Y. If it can N,N,Y.

upvoted 1 times

  Yetijo 3 years, 6 months ago

If a device is assigned to one or more applicable policies, then its compliance is tied to all assigned policies. So, if the device is compliant by

the terms of policy one, but is not compliant by the terms of policy 2, then the device is rendered not-compliant.

upvoted 4 times

  PersonT 3 years, 10 months ago

question doesn't make sense, but

Mark devices with no compliance policy assigned as

This setting determines how Intune treats devices that haven't been assigned a device compliance policy. This setting has two values:

Compliant (default): This security feature is off. Devices that aren’t sent a device compliance policy are considered compliant.

Not compliant: This security feature is on. Devices that haven’t received a device compliance policy are considered noncompliant.

If you use Conditional Access with your device compliance policies, we recommended you change this setting to Not compliant to ensure that

only devices that are confirmed as compliant can access your resources.

upvoted 2 times
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  kiketxu Highly Voted  3 years, 9 months ago

Both are correct.

https://docs.microsoft.com/en-us/windows/deployment/update/waas-manage-updates-wufb#defer-an-update

upvoted 19 times

  NikPat3125 Highly Voted  3 years, 6 months ago

come in exam 27.07.2021

upvoted 8 times

  Glorence Most Recent  2 years, 11 months ago

still valid, came in the exam feb 5, 2022

upvoted 5 times

Topic 1Question #13

HOTSPOT -

Your network contains an Active Directory domain named contoso.com. All client devices run Windows 10 and are joined to the domain.

You update the Windows 10 devices by using Windows Update for Business.

What is the maximum amount of time you can defer Windows 10 updates? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Hot Area:

Suggested Answer: 

References:

https://docs.microsoft.com/en-us/windows/deployment/update/waas-manage-updates-wufb
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  Chris_Rock Highly Voted  3 years, 7 months ago

B and D are correct answers. Because Co managment will be for windows 10 devices. And Android and iOS vpn is only from MEM

upvoted 29 times

  RazielLycas Highly Voted  2 years, 7 months ago

damn Microsoft rebranding with similar names :D

upvoted 7 times

  FumerLaMoquette Most Recent  2 years, 10 months ago

Damned trick question.

upvoted 2 times

  KrokodilBLUEZZ 3 years ago

Selected Answer: BD

MECM have no options to manage IOS or Android

upvoted 6 times

  morito 2 years, 7 months ago

I believe you mean SCCM has no option to manage IOS or Android?

upvoted 5 times

  wwwhogmxnet 1 year, 9 months ago

MECM is the new name for SCCM. MEM is the name for MS Endpoint Manger, which is the new name for Intune.

upvoted 2 times

  us3r 3 years, 1 month ago

once again Microsoft does not make a sense...

upvoted 3 times

  amymay101 3 years, 1 month ago

Selected Answer: BD

these management functions are not available in SCCM

upvoted 3 times

  70mach1 3 years, 3 months ago

Which two actions can be performed ONLY from Endpoint Manager? This is the question, the first part is misleading and irrelevant. ANS:B and D

upvoted 2 times

  Patrick2401 3 years, 4 months ago

I have to go with B/D, WIndows 10 devices are co-management. When it comes to managing iOS and Android the only option is through Intune.

upvoted 4 times

  Domza 3 years, 5 months ago

Topic 1Question #14

Your company uses Microsoft Endpoint Configuration Manager and Microsoft Endpoint Manager to co-manage devices.

Which two actions can be performed only from Endpoint Manager? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.

B. Deploy VPN profiles to iOS devices.

C. Deploy VPN profiles to Windows 10 devices.

D. Publish applications to Android devices.

Suggested Answer: BD

References:

https://docs.microsoft.com/en-us/sccm/comanage/overview

https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles
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Little hint. Co-management is when you have Config Manager and Intune. In this question there is no "Config Mgr" > windows 10 only

upvoted 1 times

  FarhaanKhanPathan 3 years, 6 months ago

Can someone tell me the correct answer

upvoted 1 times

  adaniel89 3 years, 7 months ago

Co-management is only available with Windows 10 devices, therefore, answer should be AC

https://docs.microsoft.com/en-us/mem/configmgr/comanage/overview

upvoted 2 times

  joyyyyyyyyyyyyy 3 years, 7 months ago

then what is the correct ans?

upvoted 1 times

  lucidgreen 3 years, 9 months ago

This question is misleading. All can be done from either MECM or MEM, but only Windows 10 devices can be co-managed.

upvoted 3 times

  islamelmassry 3 years, 7 months ago

The answer A,C ?

upvoted 1 times

  lucidgreen 3 years, 7 months ago

We know that MECM and MEM can manage almost everything under the sun with regards to Windows 10 devices. So what's left?

B,D

upvoted 3 times

  AnoniMouse 3 years, 8 months ago

I agree, the question is misleading. You could stick any words and that doesn't change the answer. MECM cannot deploy VPN profiles to

Android and iOS

upvoted 6 times

  Nunununu 3 years, 9 months ago

I'd say the following link answers this question

https://docs.microsoft.com/en-us/mem/configmgr/core/plan-design/choose-a-device-management-

solution#:~:text=Microsoft%20recommends%20using%20Intune%20to,and%20Windows%2010%20mobile%20devices.

upvoted 1 times
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